
Critical information 

Item # Short version Details and examples 
1 Organization Movement Details about organization movement dates/times, routes, cargo, 

destinations, etc. 

2 
Personally Identifiable 
Information (PII) or Privacy 
Act Protected Information for 
Unit Personnel 

Personnel rosters, social security numbers (SSNs), dates of birth 
(DOBs), home addresses or telephone numbers, and family member 
information. 

3 Force Readiness 

Unit missions, capabilities, limitations, personnel strength, personnel 
training and qualifications, unit training calendars and schedules, and 
equipment status to include information about specialized units and 
their equipment. 

4 
Intrusion Detection 
Systems/Other 
Communication Systems 

Operating Systems (OS), software versions and type, IP addresses, 
access requirements, passwords, communication lines and any 
associated component that allows these systems to function properly.  

5 Aircraft Flight Schedules/Air 
Mobility Requests (AMR) 

Aircraft flight schedules to/from Army and Air Force aviation support 
facilities and ongoing or  
planned flights of ARNG aviation assets. 

6 Organization Deployments 
and Mobilizations 

Details about unit deployment dates and  
specific locations to include information about mobilization station 
capabilities and specialized training planned there. 

7 Mission Essential Vulnerable 
Areas (MEVAs) 

Identification of the area and/or resources within your organization 
that is critical to organization success. The specific reason for this 
designation, and associated vulnerabilities. 

8 Facility Blueprints/Other 
Diagrams 

Information identifying the numbers and locations of weapons vaults 
and contents, classified storage areas, SIPRNET rooms, alarms and 
closed-circuit TV cameras, and electrical and telecom rooms within 
the facility. Specific capabilities, limitations, and vulnerabilities. 

9 
Senior Command and 
Distinguished Visitor (DV) 
Travel Schedules and 
Itineraries. 

NGAR Senior Command Group and distinguished visitor (DV) travel 
schedules 
and itineraries. 

10 Security Routines/Measures 

Status of facility anti-terrorism and security measures to include those 
related to protective barriers, response forces, guard posts and 
security patrol routes, emergency communications capabilities, and 
the status of facility Intrusion Detection System (IDS) alarm systems 
and any supporting communications capabilities. 

 

 

Arkansas National Guard Force Protection 
501-212-5469 


